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The Challenge

Enterprises need training
options, from basic security

The Solution awareness training to
government accredited
All of our training courses are led by highly experienced Cybersecurity professionals professional qualifications

with real life, and up-to-date experience gained through extensive work in the field. for cybersecurity

professionals.

Security Awareness Training
Are your staff unknowingly leaking information? Hackers use social engineering techniques to manipulate your staff
to extract information that will enable them to bypass existing security protocols. We offer half day and full day

courses to raise awareness of the techniques that hackers use in order to help develop your people in to security
assets.

Training for Cybersecurity Professionals
We are able to offer a wide range of professional IT security and forensics training courses for organizations of all
sizes, both in the public and private sector. Our courses can be tailored to specific requirements or cover structured

syllabi and is delivered by IT security professionals who have real world experience of penetration testing and
forensics.

We offer training courses in penetration testing as well as offering NCSC recognized qualifications. BlackBerry
Cybersecurity Consulting is an approved training provider with Tiger Scheme, a not-for-profit training and
certification scheme for individuals looking to enter and advance in the Information Security industry.

We also offer training in Secure Code Development, Social Engineering, Forensics First Response and Penetration
Testing Management / Coordination.
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Courses in Cybersecurity

All training courses can be customized to meet specific requirements based on your needs and can be offered on or off
customer site. Examples of courses offered below:

Course

Description

Introduction to
Cybersecurity (1 day)

Covers the basics of ethical hacking, digital forensics, social engineering/red team operations
and ethical web application hacking aimed as a starting point for anyone with an interest in IT
who may wish to pursue a career in cybersecurity.

Secure Web
Application Training (2
days)

Learn how to design security robust web apps. Not only are we reviewing the code behind these
common errors, we will also instruct attendees in the field of penetration testing so that they
may identify flaws in web applications.

Cybersecurity
Coordinator (CSC)
Training (1 day)

Provides candidates with the tools and techniques necessary to ensure that the objectives of
security testing are met. This course is for anyone involved in organizing penetration testing,
procuring penetration testing or managing a penetration test.

BlackBerry Forensic
Incident; First

Designed to bring those who may need to collect computer evidence up to speed. Incorrect
handling of evidence could destroy vital clues and/or lead to a case being inadmissible in court.

Responder (FIFR)

Training (2 days)

Cybersecurity This course is designed for IT professionals who want to learn about ethical hacking, pen testing
Professional Level 2 and security but do not need a UK CHECK equivalent gqualification. This course covers the
(CSP2) Training (5 theoretical & practical aspects of penetration testing in a real-life, hands-on scenario.

days)

Intensive Networking
(IN) Training (1 day)

This course is designed specifically for candidates who do not have the full pre-requisites to
embark on the CSP2 or CTM course or for those wishing to refresh their knowledge prior to
attending.

Social Engineering
Level 1 (SE1) Training
(1 day)

In this course, candidates will learn the methodology used by expert social engineering
operatives to gain access, learn hidden information and to penetrate systems.

Staff Security
Awareness Training
(0.5 to 1 day)

Our Security Awareness Training makes staff aware of the various risks in a practical and
appealing way and ultimately creates a 'security aware culture’ within your business.

About BlackBerry

BlackBerry is securing a connected world, delivering innovative solutions across the entire mobile ecosystem and beyond.
We secure the world's most sensitive data across all end points — from cars to smartphones — making the mobile-first
enterprise vision a reality. BlackBerry is a GDPR compliant, 1S022301 & 1S027001 certified company.

Founded in 1984 and based in Waterloo, Ontario, BlackBerry operates offices in North America, Europe, Middle East and
Africa, Asia Pacific and Latin America. The company trades under the ticker symbols “BB" on the Toronto Stock Exchange
and “BB" on the New York Stock Exchange.

For more information, visit blackberry.com/cybersecurity
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